
 
OFERTA DE TREBALL TÈCNIC IT i CIBERSEGURETAT 

Vic, a data de signatura 

1. CONTEXT I MOTIVACIÓ 

Depuradores d’Osona SLU, en el marc de la digitalització del cicle de l’aigua i dintre del seu 
pla estratègic de desenvolupament està augmentant els recursos destinats a aquest fi. 
L’empresa s’està digitalitzant i incrementant les necessitats per al manteniment dels equips 
i aplicacions relacionades. 

Addicionalment, Depuradores d’Osona és una empresa pública que presta serveis 
essencials en el sector del sanejament i tractament d’aigües residuals, amb una plantilla 
superior als 50 treballadors. Segons la legislació vigent, les empreses que gestionen 
instal·lacions essencials, especialment en el sector de l’aigua, tenen una responsabilitat 
especial en matèria de seguretat de la informació i ciberresiliència. 

En aquest sentit, i d'acord amb el Reial decret 311/2022, pel qual s’aprova el nou Esquema 
Nacional de Seguretat (ENS), la nostra organització està obligada a garantir la seguretat dels 
sistemes d'informació que donen suport als serveis públics que prestem. Això implica 
adoptar mesures tècniques i organitzatives per assegurar la confidencialitat, integritat, 
disponibilitat, traçabilitat i autenticitat de la informació. 

 

2. OBJECTE DE LA CONVOCATÒRIA 

Depuradores d’Osona té la voluntat de reforçar el seu departament de IT amb un tècnic de 
xarxes i sistemes i certificar-se en l’ENS aquest 2026, la qual cosa implica un projecte intern 
d’adaptació, anàlisi de riscos, documentació i implementació de controls de seguretat, així 
com la seva posterior auditoria. 

Per dur a terme aquest procés de digitalització i ciberseguretat de manera adequada, cal 
reforçar l’equip tècnic amb la incorporació d’un tècnic polivalent en xarxes i sistemes i 
ciberseguretat que doni suport i lideratge tècnic en aquest àmbit, durant aquest període. 

 

3. TASQUES, FUNCIONS I RESPONSABILITATS 

Serà l'encarregat/da de dur a terme la funció de Sistemes i processos donant solucions a 
incidències de IT i de comunicacions. Al mateix temps s’encarrega de de la integració i del 
manteniment del cicle de vida dels Sistemes d’Informació en concordança amb el 
Responsable de IT i seguint els principis ètics i polítics de l’organització. 

 Verificar l’entorn tecnològic del seu àmbit per comprovar la idoneïtat dels sistemes. 
 Garantir la seguretat informàtica i fiabilitat de les xarxes i sistemes. 
 Gestiona i tracta les incidències informàtiques en l’àmbit de cada lloc de treball (PC, 

centraletes, mòbils, etc.). 
 Gestionar les peticions informàtiques i compres associades. 
 Dur a terme el manteniment de les infraestructures tecnològiques,  de servidors i 

d’estacions de treball i de comunicacions (veu i dades) gestionant les llicències i els 
accessos. 

 Configura els serveis de xarxa, facilitant accés als usuaris tant als sistemes 
d'emmagatzematge locals (compartició d'arxius locals) així com del Directori Corporatiu. 

 Supervisar l’actualització d’antivirus als servidors i estacions de treball. 



 
 Configura i manté al dia els llocs de treball amb la maquinària i programari 

estàndard definit per l’empresa, garantint l'accessibilitat a tots els components i 
actius informàtics i tots els dispositius de xarxa de les oficines de DOSL i vetllant 
pel compliment de les normes de seguretat pel que fa a autenticació i identificació 
en els diferents sistemes. 

 Controla l'inventari d'equips i de programari de tots els actius de Sistemes 
d'Informació. 

 Garanteix la connectivitat en l'àrea de telecomunicacions i amb els operadors de 
Telefonia i s'assegurarà del ple funcionament de les xarxes internes i externes 
(cablejades o sense fils) de la companyia. Això implica també la instal·lació de 
xarxes privades virtuals (VPN) articulades per accedir des de llocs no corporatius 
als diferents sistemes centrals. 

 Manté actualitzats permanent tots els equips pel que fa als sistemes operatius, els 
accessos a les aplicacions, les versions de les solucions antivirus i els paquets de 
seguretat. 

 Aplicar solucions tècniques per protegir la infraestructura IT contra amenaces 
internes i externes. 

 Monitoritzar i analitzar els sistemes per detectar vulnerabilitats i respondre a 
incidents de seguretat. 

 Vetllar pel compliment de les normatives i legislacions vigents en matèria de 
seguretat de la informació. 

 Col·laborar en l’elaboració i revisió de polítiques i procediments relacionats amb la 
seguretat de la informació, assegurant que estiguin alineats amb els 
requisits normatius. 

 

De manera específica, dintre del projecte de certificació ENS: 

Implantació de l’ENS: 

 Donar suport al procés d’adaptació a l’Esquema Nacional de Seguretat. 
 Participar en la definició i implementació de les polítiques i mesures de seguretat. 
 Elaborar i mantenir l’inventari de sistemes d’informació crítics. 

Gestió de riscos i controls de seguretat: 

 Identificar i analitzar riscos de ciberseguretat. Monitoritzar el compliment dels controls 
implementats. 

Supervisió tècnica i formació interna: 

 Gestionar eines i sistemes de detecció i resposta a incidents. 
 Col·laborar amb proveïdors externs en projectes de seguretat TIC. 
 Donar suport i formació interna al personal en bones pràctiques de ciberseguretat. (en 

coordinació amb el responsable de IT) 

Gestió d’incidents i resposta 

 Coordinar i gestionar incidents de seguretat quan es produeixin. 
 Mantenir actualitzat el pla de resposta a incidents i el pla de continuïtat d’activitat (PCA). 

  



 
4. REQUERIMENTS 
 

 Estar en possessió del títol de Tècnic/a Superior en sistemes de telecomunicacions i 
informàtics o equivalent (CFGS) o  Titulat grau mitjà, enginyeria o grau industrial en 
l’àmbit informàtic, telecomunicacions o similar. 

 Es valorarà estar en possessió d’una titulació (màster, postgrau) o altra formació 
específica en l’àmbit de ciberseguretat.   

 Experiència mínima de 3 anys en tasques de gestió tècnica dins l’àmbit de Sistemes de 
la Informació i Ciberseguretat. 

 Mínim 3 anys d’experiència en rols relacionats amb IT, seguretat de la informació o 
compliment normatiu. 

 Comunicació: Habilitats comunicatives per presentar informació tècnica a audiències no 
tècniques, així com per redactar informes clars i concisos. 

 Certificacions: Es valorarà la possessió de certificacions professionals en seguretat de la 
informació, així com formacions específiques en compliment normatiu. 

 Nivell C1 de català 
 Carnet de conduir B. 

A més es valorarà: 

 Aptituds individuals en l’entrevista 
 Coneixement del sector de l’aigua i riscos específics 
 Dinamisme 
 Productivitat 

 
 

5. S’OFEREIX 

Contracte indefinit a temps complert amb retribució segons experiència i en categoria 
GP3ATEC segons les taules salarials pròpies de Depuradores d’Osona. S’estableix període 
de prova de 3 mesos. 

Passat un període de 2 -3 anys aquesta plaça s’estabilitzarà i caldrà ocupar-la de forma 
indefinida tal i com regula el procés de selecció i contractació de Depuradores d’Osona, per 
la qual cosa caldrà realitzar un concurs de mèrits i oposició per ocupar-la. 

6. TERMINI DE PRESENTACIÓ 

Passats 7 dies naturals des de la publicació de l’oferta es tancarà el termini de presentació 
de sol·licituds. Aquestes s’analitzaran i les persones que reuneixin les característiques 
requerides, passaran a la fase d’entrevista. 

Cal enviar el currículum, juntament amb la documentació requerida al punt 4, a la següent 
adreça de correu electrònic: acasals@depuradoresosona.cat 

 

7. ADJUDICACIÓ DE LA SELECCIÓ 

La persona que assoleixi una major puntuació serà proposada per al lloc de feina.  

 

 

Gil Casanovas Font 

Gerència - Direcció Tècnica 
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